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Discussion
For 5GC, transport level DiffServ marking is performed on a per QoS flow basis. Transport level DiffServ marking refers to the process of marking traffic at the UPF with a DSCP (Differentiated Services Code Point) value. SMF determines the marking value based on the 5QI, the Priority Level (if explicitly signalled) and optionally the ARP priority level..  SMF provides the DSCP to UPF in the ToS or Traffic Class within the Transport Level Marking IE in the FAR that is associated to the PDR matching the traffic to be marked. The UPF shall perform the DSCP marking for the detected traffic and sends the marked packet to the peer entity in DL direction. 
In Rel-18, PDU Set importance is not expected to impact drop eligibility/probability over N3 backhaul transport (every packet in the same QoS flow gets the same marking). PDU Set Importance for DL traffic is determined in the UPF and it is supposed to influence PDU Set discard eligibility/probability in RAN. However, logically different importance levels, when assigned, could also have similar effect on Transport network discard precedence as per Diff Serv Assured Forwarding traffic class definition [RFC 2597]. But there is no preference given to the backhaul traffic (N3/N9) based on PDU Set Importance.  
Assured Forwarding (AF) Differentiated Services traffic classes are described in IETF RFC 2597: AF provides Differentiated Service to elastic traffic. Each instance of the AF behaviour consists of three PHBs that differ only in drop precedence, e.g., AF11, AF12, and AF13; such a set of three AF PHBs is referred to as an AF class, e.g., AF1x.  There are four defined AF classes, AF1x through AF4x, with higher numbered classes intended to receive better forwarding treatment than lower numbered classes.  Use of multiple PHBs from a single AF class (e.g., AF1x) does not enable network traffic reordering within a single network 5-tuple, although such reordering may occur for other transient reasons (e.g., routing changes or ECMP rebalancing). IETF RFC 7657: Differentiated Services (Differv) and Real-Time Communication recommends how real-time traffic such as RTP streams should use Diffserv including the AF traffic classes for QoS differentiation.

Proposal
A solution is proposed for KI#1.3 for incorporation in the XRM Ph2 TR23.700-70.
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[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc148498832]6.X	Solution #X: PDU Set information based DSCP marking over N3/N9 in the transport network. 
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc148498833]6.X.1	Key Issue mapping
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]This solution addresses KI#3 in TR 23.700-70
Key Issue #3: Leverage PDU Set QoS information for DSCP marking over N3/N9 in the transport network.
This key issue aims at addressing the following points:
-	Study whether, how, and what PDU Set QoS information can be used for DSCP marking on the outer header of downlink packets of the PDU Set over N3/N9 in the transport network (i.e. to enable differentiated handling of transport packets carrying PDU Sets within QoS Flow).
[bookmark: _Toc148498834]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687]In Rel. 18 it was decided that PDU Set Importance for DL traffic is determined in the UPF and it is supposed to influence PDU Set discard eligibility/probability in RAN. All PDUs of an application service flow (i.e. that match the PDR for the application) will be mapped to the same QoS flow and transport level marking is performed at UPF on a per QoS flow basis. Currently, SMF provides the DSCP in the ToS or Traffic Class within the Transport Level Marking IE in the FAR that is associated to the PDR matching the traffic to be marked as specified in TS 29.244 clause 5.4.13. The UPF shall perform the DSCP marking for the detected traffic and sends the marked packet to the RAN in DL direction. 
PDU Set Importance identifies the relative importance of a PDU Set compared to other PDU Sets within a QoS Flow. PDU Set Importance for DL traffic is determined in the UPF and in Rel. 18 it influences PDU Set discard eligibility/probability only in RAN. It is not expected to impact drop eligibility/probability within the N3/N9 backhaul transport (as every packet in the same QoS flow gets the same marking). So, we need a solution for transport network which prioritizes the packets based on DSCP that should be derived at finer granularity than the QoS flow, namely at PDU Set granularity within a QoS Flow.  
In this solution, the transport level DiffServ marking for DL traffic is performed on a per PDU Set basis considering PDU Set importance in case PDU Set based QoS handling is in use. There are two alternative solution options proposed here. 
In one solution, UPF determines the DSCP for DL packets (N3/N9 interface) based on PDU Set Importance value(s) for a given PDU Set and/or for the whole QoS Flow.
· There can be an indicator from SMF which tells that DSCP marking should be performed based on PDU Set Importance based on UPF’s own determination.
· [bookmark: _Int_xZ2iB6Ov][bookmark: _Int_ZVXPfXcX]Alternatively, SMF can indicate that UPF is allowed, if multiple PDU Sets are included in the same QoS flow, to assign per PDU Set potentially different DSCP values within the same AF class of the DSCP value signaled by the SMF for the QoS flow, based on its own priority determination, e.g. based on PDU Set importance.
· SMF can additionally indicate to the UPF that the UPF should take the Importance values directly from the protocol description specific protocol header such as the SA4 RTP PDU Set header extension Importance field. 
In an alternative solution, SMF derives the transport DSCP marking from PDU Set Importance value for a given PDU Set, sends it to UPF and the UPF marks this DSCP in the DL packets (N3/N9 interface) correspondingly. The SMF may be configured with the necessary information based on UE’s subscription information for a given DNN, S-NSSAI, application or local policies or policies provided by PCF.
Application Function can also provide the 5GS (NEF/PCF) a list of (PDU Set Types, PDU Set Importance used by the application.  The SMF, upon getting this information as part of the PCC rule, can use the PDU Set importance values to derive the DSCPs and can provide the UPF a mapping from the Application Importance values to the DSCPs. Application Function can also provide an assistance info to UPF in SDP (Session Description Protocol) to facilitate PDU Set detection and determining PDU Set Information in UPF.  
The solution is applicable over N3/N9 in the transport network in the DL direction.  In case of uplink PDU Set handling, RAN node is not aware of PDU Sets and PDU Set Importance, hence it cannot mark the DSCP on a per-PDU Set basis considering PDU Set Importance as mentioned in this solution. 

[bookmark: _Toc148498835]6.X.3	Procedures
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The changes to Rel. 18 are:
Step 1a: SMF indicates UPF via FAR that DSCP marking should be performed for DL traffic based on PDU Set Importance.
Step 2a: UPF applies its internal mapping from Importance to DSCP. 
Step 3a: DL packets are marked with DSCP on PDU Set basis in N3/N9 interface. 
Step 1b: Optionally, SMF indicates a specific Assured Forwarding traffic class (e.g., AF4x) of the DSCP value. SMF indicates UPF that UPF is allowed, if multiple PDU Sets are included in the same QoS flow, to assign per PDU Set different DSCP values within the same AF class of the DSCP value signalled by the SMF for the QoS flow. 
               Step 2b: UPF assigns per PDU Set different DSCP values within the same AF class of the DSCP value signalled by the SMF for the QoS flow, based on its priority determination.  
Step 3b: DL packets are marked with DSCP on PDU Set basis in N3/N9 interface.
Step 1c: Optionally, SMF can additionally indicate to the UPF (via QER) that the UPF	should perform the DSCP marking based on the Importance given in the specific protocol header such as RTP/SRTP + RTP PDU Set header extension (or, any new protocol/header which has an explicit importance value).
               Step 2c: UPF derives DSCP value from PDU Set Importance given in protocol header.
Step 3c: DL packets are marked with DSCP on PDU Set basis in N3/N9 interface.

In an alternative solution, 


[image: ]
Step 1a: Optionally, the AF may send list of importance values per PDU Set for each application.
Step 2a: Optionally, When PDU Set QoS is used, the PCF includes the PDU Set Importance in PCC Rules sent to the SMF.   
Step 3a: Optionally, SMF gets list of importance values in PCC rules from PCF and derives a mapping of PDU Set importance and DSCPs.
Step 4a: SMF sends PDU Set Importance to DSCP mapping to UPF via QER.
Step 5a: UPF marks the DSCPs in the DL packets on PDU Set basis based on PDU Set Importance to DSCP mapping received from SMF. 
Step 1b: Optionally, SMF derives the DSCPs for a given PDU Set, based on the configured UE’s subscription information for a given DNN, S-NSSAI, application or local policies or policies provided by PCF.
Step 2b: SMF sends these DSCP values to UPF.  
Step 3b: UPF marks the DSCPs in the DL packets (N3/N9 interface), which are derived in SMF from PDU Set Importance value. 
                 
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc148498836]6.X.4	Impacts on services, entities and interfaces
-	PCF – In an alternative solution propagates PDU Set Importance in PCC Rules if received from AF/NEF.
-	SMF – Instructs UPF via FAR to assign per PDU Set DSCP values for downlink traffic, either based on UPF’s determination or from a specific Assured Forwarding traffic class (e.g., AF4x) of the DSCP value which is sent by SMF. 
      In alternative solution, derives the mapping of PDU Set importance and transport level DSCPs for a given PDU Set, based on either the list of importance values given by AF/PCF or the configured UE’s subscription information for a given DNN, S-NSSAI, application or local policies or policies provided by PCF. 
-	RAN – No Impact
-	UPF – UPF derives the DSCP marking as per the indication from SMF. In the alternative solution, UPF marks the DSCPs in the DL packets (N3/N9 interface), which are derived in SMF from PDU Set Importance value. 
-	UE – No Impact 
-     AF - Provides a list of Importance values used by the application to SMF. 
*** END of changes ***
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